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Purpose and Scope 

The Acceptable Use Policy (AUP) tells students about their responsibilities when they use University 
computing resources. If you do not follow this policy, you will not be able to use the University 
computing resources. 

Policy 

When you use any University technology resources, you are agreeing to obey the policy. You must:  

1. Obey all laws; University rules and policies; and contracts and licenses. You are responsible for 
making sure you understand these laws, rules, policies, contracts, and licenses. 

2. Obey copyright laws when using University computing resources.  

3. Keep your username and password private, and don’t share them with other people. 

4. The Internet can be a dangerous place. Protect your data.T he University does not guarantee 
that the information you find online will be true. 

5. Follow the help that Information Technology Security Services (ITSS) gives about the 
transmission of private information. 

6. Do no harm. 

You must not: 

1. Use University computing resources to create and/or send any bad things. 

2. Steal another person’s files, programs, accounts, and data. 

3. Try to break security measures for servers, workstations, network infrastructure equipment, or 
any other technology equipment. 

4. Try to compromise, the security of any servers, workstations, network infrastructure equipment, 
or any other technology equipment. 

5. Use University computing resources for to make money. 

Any questions regarding appropriate use of any technology resources should be directed to ITSS 
(infosec@erau.edu). 

Enforcement 

If you don’t obey this policy, you may not be allowed to use University computing resources anymore, 
and also may get punished or even go to jail. 
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